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1. **目的**

建立软件开发和测试环境维护管理制度以指导软件开发与测试过程中的环境维护。

1. **范围**

公司软件产品开发与测试的环境管理。

1. **职责**
2. 软件开发人员
3. 按本管理制度要求对软件开发过程环境进行维护。
4. 编制《软件开发和测试环境月度验证计划》并按计划开展验证工作。
5. 记录软件开发过程环境维护的相关记录。
6. 软件开发环境的更新、升级等维护工作。
7. 软件测试人员
8. 按本管理制度要求对软件开发过程环境进行维护。
9. 编制《软件开发和测试环境月度验证计划》并按计划开展验证工作。
10. 记录软件开发过程环境维护的相关记录。
11. 软件开发环境的更新、升级等维护工作。
12. **程序**
    1. 软件开发和测试环境的定期验证
13. 建立《软件开发和测试环境月度验证计划》经项目负责人审核批准后实施。
14. 《软件开发和测试环境月度验证计划》制定验证方案并实施。
15. 验证过程需包括软件环境、硬件环境量部分。
16. 验证过程中发现的问题按《纠正和预防措施控制程序》执行。
17. 验证工作完成后需形成完成的《验证记录》并予以归档保存。
    1. 软件开发和测试环境的定期更新
18. 检查当前软件开发和测试环境版本是否为最新版本，如需更新应记录更新后的版本信息。并对新版本进行验证做好相应的验证记录。
19. 检查硬件是否需要更换。如更换需记录硬件设备信息，并对安装测试环境进行确认，做好相应确认记录。
    1. 软件开发和测试环境的病毒防护
20. 定期检查软件开发和测试环境的补丁、应用程序的更新情况。确保软件开发和测试环境得到及时更新。
21. 及时对环境杀毒软件进行更新，并进行病毒查杀。
22. 应保证每周对软件开发和测试环境系统进行重启，并在重启后进行复查。确认各项服务功能可以正常运行。
23. 每月对软件开发和测试环境的安全隐患进行检查，并做好检查记录。
24. **相关文件**

《纠正预防措施控制程序》

《文件控制程序》

《记录控制程序》

**相关记录**

《设备档案目录》